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Abstract of the contribution: This contribution attempts to address the part of editor’s notes of network slicing in clause 5.15.5.2.1. 
Discussions
In clause 5.15.5.2.1, there are two ENs which need to be solved as follows.
When the AMF selected by the AN receives the UE Initial Registration request:
-	As part of the registration procedure described in 3GPP TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-	The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs.
-	When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration criteria in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling). 
Editor's note:	Whether to define the configuration criteria, and if so, which criteria, is FFS.
-	When the UE context in the AMF already includes an Allowed NSSAI, based on configuration criteria for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).
Editor's note:	Whether to define the configuration criteria, and if so, which criteria, is FFS.

Observation#1:
In bullet 3, when the UE context in the AMF does not yet include an Allowed NSSAI, an exception case is allowed that AMF can be configured with some criteria, and AMF have the possibility to determine the allowed NSSAI and whether it can serve the requested UE.  But in several cases, AMF is not the proper node to make the decision. Three cases are listed below to explain the concerns.
Case 1: Impact of Requested NSSAIs less than Subscribed NSSAIs case
There exists one deployment case in operator’s network: AMF1 supports S-NSSAI (1,2) and AMF2 supports S-NSSAI (1,2,3,4). For UE who has subscribed S-NSSAI (1,2,3,4) but registers to AMF1 with Requested NSSAI (1,2), AMF1 can accept the registration request and respond with Allowed NSSAI (1,2) determined by AMF. But, it is probable that AMF2 is the proper one to serve the UE based on global deployment information so that no AMF relocation occurs when UE requests with requested NSSAI(1,2,3,4). Only by querying NSSF to determine the allowed NSSAI and provide the AMF2 can avoid this conflict. Otherwise, we have to configure global information in AMF1 as the configuration criteria mentioned in the first editor’s note.
Case 2: Coexistence case impact case
For example, a UE subscribes to S-NSSAI (1, 2, 3 ,4), where S-NSSAI (1,2) can coexist, and S-NSSAI (3,4) can coexist . There exists two AMFs: one can support S-NSSAI (1,2), the other can support S-NSSAI (3,4). When UE registers with the requested S-NSSAI (1,2), and the serving AMF can support S-NSSAI (1,2). According to the description in bullet 3, allowed NSSAI is determined as NSSAI(1,2) by serving AMF. It is better to notify UE coexistence information of allowed S-NSSAI (1, 2, 3 ,4) by querying NSSF. But this information can not be provided by AMF supporting only S-NSSAI (1,2). AMF doesn’t have the capability to estimate the coexistence of the Requested S-NSSAIs and/or Subscribed S-NSSAIs due to lack of overall network deployment information. Otherwise, we have to configure global information in AMF as the configuration criteria mentioned in the first editor’s note, which seems unreasonable.
Case 3: Impact of One S-NSSAI to multiple network slice instance case
NSSF has an overview of all the instantiated network slice instances. When multiple network slice instances can serve the same S-NSSAI, AMF in one single network slice instance cannot determine it is the most appropriate target AMF. Some optimizations e.g. load balance may be considered during the slice instance selection, so it is better to let the NSSF to determine which one to choose and determine the Allowed NSSAI. Otherwise, we have to configure global information in AMF as the configuration criteria mentioned in the first editor’s note, which seems unreasonable. 
Case 4: impact of S-NSSAI permanently or temporarily rejection case
As described in clause 5.15.5.2.1 of TS23.501:
“The serving AMF shall return to the UE the Allowed NSSAI. It may also indicate to the UE for Requested S-NSSAI(s) not included in the Allowed NSSAI, whether the rejection is permanent (e.g. the S-NSSAI is not supported in the PLMN) or temporary (e.g. the S-NSSAI is not currently available in the registration area).”

When returning Allowed NSSAI, Requested S-NSSAI not included in the Allowed NSSAI (e.g. S-NSSAI not supported in the PLMN or S-NSSAI currently not available in the registration area) also needs to be indicated. Considering NSSF has an overview of all the deployed network slice instances and knows which S-NSSAI is permanently or temporarily rejected. Otherwise, we have to configure global information in AMF as the configuration criteria mentioned in the first editor’s note, which seems unreasonable.
Conclusion#1: According to the above discussion, it is difficult to enumerate all of the requirements to AMF to support the global decision when the UE context in the AMF does not yet include an Allowed NSSAI, and these support seems also most of them is unreasonable. It is recommended that we should take a simple solution in these cases, i.e. querying NSSF to determine if current AMF is the right one to serve the UE and determine the Allowed NSSAI. Therefore, we suggest to remove this exception case and remove the first editor note. 

Observation#2: 
In bullet 4, an editor note is added as follows.
Editor's note:	Whether to define the configuration criteria, and if so, which criteria, is FFS.
The EN above indicates that AMF can be allowed to determine whether it is the right one based on the configuration criteria with the Allowed NSSAI that obtained from the UE’s context. The configuration criteria shall indicate list of the NSSAI that current AMF can serve. when the Allowed NSSAI in UE’s context is equal to the NSSAI preconfigured in AMF, the AMF can determine that it is the right serving AMF. If Allowed NSSAI in UE’s context is less than the NSSAI preconfigured in AMF, it is the case 1 above and require AMF to query NSSF. Therefore, here the configuration criteria is that Allowed NSSAI in UE’s context is equal to the NSSAI preconfigured and supported in AMF.
Conclusion#2: In order to enable the serving AMF to determine if it can serve the UE with the Allowed NSSAI, the configuration criteria is that Allowed NSSAI in UE’s context is equal to the NSSAI preconfigured and supported in AMF. And the second editor’s note can be removed. 

***** Start of Change *****
[bookmark: _Toc488396996]5.15.5.2.1	Registration to a Set of Network Slices
When a UE registers with a PLMN, if the UE for this PLMN has a Configured NSSAI or an Allowed NSSAI, the UE shall provide to the network in RRC and NAS layer a Requested NSSAI containing the S-NSSAI(s) corresponding to the slice(s) to which the UE wishes to register, in addition to the Temporary User ID if one was assigned to the UE.
The Requested NSSAI may be either:
-	the Configured-NSSAI, or a subset thereof as described below, if the UE has no Allowed NSSAI for the current PLMN; or
-	the Allowed-NSSAI, or a subset thereof as described below, if the UE has an Allowed NSSAI for the current PLMN; or
-	the Allowed-NSSAI, or a subset thereof as described below, plus one or more S-NSSAIs from the Configured-NSSAI for which no corresponding S-NSSAI is present in the Allowed NSSAI and that were not previously permanently rejected (as defined below) by the network for the present tracking area.
The subset of Configured-NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the Configured NSSAI applicable to this PLMN, if the S-NSSAI was not previously permanently rejected (as defined below) by the network for the present registration area, or was not previously added by the UE in a Requested NSSAI.
The subset of Allowed NSSAI provided in the Requested NSSAI consists of one or more S-NSSAI(s) in the last Allowed NSSAI for this PLMN.
The UE may provide in the Requested NSSAI an S-NSSAI from the Configured NSSAI that the UE previously provided to the serving PLMN in the present registration area if the S-NSSAI was not previously permanently rejected (as defined below) by the network for the present registration area.
The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.
Editor's note:	Whether NSSAI in RRC and NAS are exactly the same, is to be determined.
When a UE registers with a PLMN, if for this PLMN the UE has no Configured NSSAI or Allowed NSSAI, the RAN shall route all NAS signalling from/to this UE to/from a default AMF. The UE shall not indicate any NSSAI in RRC Connection Establishment or Initial NAS message unless it has a Configured NSSAI or Allowed NSSAI for the corresponding PLMN. When receiving from the UE a Requested NSSAI and a 5G-S-TMSI in RRC, if the RAN can reach an AMF corresponding to the 5G-S-TMSI, then RAN forwards the request to this AMF. Otherwise, the RAN selects a suitable AMF based on the Requested NSSAI provided by the UE and forwards the request to the selected AMF. If the RAN is not able to select an AMF based on the Requested NSSAI, then the request is sent to a default AMF.
When the AMF selected by the AN receives the UE Initial Registration request:
-	As part of the registration procedure described in 3GPP TS 23.502 [3], clause 4.2.2.2.2, the AMF may query the UDM to retrieve UE subscription information including the Subscribed S-NSSAIs.
-	The AMF verifies whether the S-NSSAI(s) in the Requested NSSAI are permitted based on the Subscribed S-NSSAIs.
-	When the UE context in the AMF does not yet include an Allowed NSSAI, the AMF queries the NSSF (see (B) below for subsequent handling), except in the case when, based on configuration criteria in this AMF, the AMF is allowed to determine whether it can serve the UE (see (A) below for subsequent handling).
Editor's note:	Whether to define the configuration criteria, and if so, which criteria, is FFS.
-	When the UE context in the AMF already includes an Allowed NSSAI, based on configuration criteria for this AMF, the AMF may be allowed to determine whether it can serve the UE (see (A) below for subsequent handling).
Editor's note:	Whether to define the configuration criteria, and if so, which criteria, is FFS.
NOTE:	In order to enable the serving AMF to determine if it can serve the UE with the Allowed NSSAI, the configuration criteria is that Allowed NSSAI in UE’s context is equal to the NSSAI preconfigured and supported in AMF.
[bookmark: _GoBack](A) Depending on fulfilling the configuration criteria as described above, the AMF may be allowed to determine whether it can serve the UE, and the following is performed:
-	AMF checks whether it can serve all the S-NSSAI(s) from the Requested NSSAI present in the Subscribed S-NSSAIs, or all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs in case no Requested NSSAI was provided (see clause 5.15.3).
-	If this is the case, the AMF remains the serving AMF for the UE. The Allowed NSSAI is then composed of the list of S-NSSAI(s) in the Requested NSSAI permitted based on the Subscribed S-NSSAIs, or, if no Requested NSSAI was provided, all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs (see (C) below for subsequent handling).
-	If this is not the case, the AMF queries the NSSF (see (B) below). 
***** End of Change *****
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